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https://cler.cloud 

EXPERIENCIA PROFESIONAL

2023 – present FLYTECH, ADMINISTRADOR DE SISTEMAS Y REDES

Despliegue y gestión de infraestructuras TI en cloud y on-premise.

Servidores y Virtualización: Implementación y mantenimiento de 
infraestructuras en entornos cloud y on-premise, utilizando VMware con sistemas 
Microsoft Server y Linux.

Administración de servidores: Linux (CentoOS, AlmaLinux) para entornos de 
aplicaciones web e híbridas. Plesk, PHP, Apache, MySQL, CMS, SSL, gestión de 
dominios y DNS.

Identidad y Acceso: Administración centralizada de Active Directory y Políticas 
de Grupo (GPO).

Seguridad de Red: Gestión de firewalls Fortinet: enrutamiento, VPNs (IPsec/​ 
SSL), políticas de seguridad y filtrado web.

Gestión y observabilidad de redes: Gestión, monitoreo proactivo y resolución 
de incidencias en infraestructura de red. Stack tecnológico: UniFi, Mikrotik, 
Zabbix.

Continuidad de Negocio: Administración de soluciones de respaldo, replicación 
y recuperación ante desastres con Veeam Backup.

Administración del entorno M365: gestión de gobernanza, políticas de 
seguridad, productividad, colaboración y recursos de red.

Soporte (N2) incluyendo perfiles ejecutivos. Diagnósticos avanzados. 
Documentación y comunicación técnica.

2023 ADMINISTRADOR DE RED / DESARROLLADOR, CYBERHOTELES 2001
Coordinanción y supervisión de las actividades de equipo de técnicos. 
Planificación, instalación y mantenimiento de redes Informáticas en entornos de 
gran escala del sector hotelero.
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Responsable de proyecto del desarrollo de un sistema de Automatización y 
Gestión Centralizada para Redes MikroTik. Desarrollo full-stack de una aplicación 
que permitía generar, almacenar y desplegar scripts de configuración de manera 
masiva a routers Mikrotik ubicados en hoteles remotos. Gestioné la interacción 
con la API de los dispositivos y aseguré la consistencia de las configuraciones de 
red. Tecnologías: PHP, SQL, JSON, JS, HTML, CSS)

2012 – 2023 TÉCNICO DE SISTEMAS Y SOPORTE, 
1&1 IONOS - RAIOLA NETWORKS - DON DOMINIO
Experiencia de más de 10 años como administrador de sistemas, especializado 
en la gestión de incidencias y soporte técnico de servicios en entornos de 
servidores, redes, seguridad y dominios. Evolución constante, escalando en 
responsabilidades y conocimientos en 3 de las principales empresas a nivel 
nacional: 1&1 Ionos, DonDominio y Raiola Networks.

Mis funciones eran la implementación, migración, monitorización y resolución de 
incidencias en entorno web y servidor, especialmente Linux

2016 TÉCNICO DE SISTEMAS, BEEP
Planificación, instalación, mantenimiento preventivo y reparación de equipos 
informáticos, redes y software para PYMES. Funciones de consultoría, 
elaboración de presupuestos, facturación y gestión de compra-ventas.

FORMACIÓN ACADÉMICA

FP Superior de Administración de Sistemas Informáticos en Red, 
CIFP Francesc de Borja Moll

FORMACIÓN COMPLEMENTARIA

Fortinet Certified Associate in Cybersecurity, FORTINET

Veeam Data Platform Certificate, VEEAM

AZ-104: Requisitos previos para administradores de Azure, MICROSOFT

CCST - Certified Cybersecurity Support Technician, CISCO



Ciberseguridad Avanzada en Entornos de las Tecnologías de la Operación 
(IDFCT0050)

IT Specialist - INF-105 Cybersecurity, PEARSON

HABILIDADES

Servicios y Administración de 
Servidores
Virtualización VMWare, Microsoft Server, Linux 
(Debian, CentOS), Active Directory, TCP/​IP

Administración de redes
Gestión de redes de tamaño mediano. 
Mikrotic, Synology, Omada, Unifi, PBX

Servicios en Nube
Azure, M365, Google Workspace

Desarrollo
Gestión en entornos IIS y Linux. SQL, Apache, 
PHP. Gestión de servidor tanto en terminal 
Bash como paneles de gestión (CPanel, Plesk).

Seguridad y Backup
Detección y prevención de vulnerabildades. 
Configuración de Firewall. Acreditado por 
Fortinet y Veembackup.

Ciberseguridad
Bastionado de Redes y Sistemas. Puesta en 
producción segura. Respuesta a incidentes. 
Normativa vigente.

IDIOMAS

Español
Nativo

Catalán
Nativo

Inglés
Lectura y escritura: nivel alto 
Expresión oral: nivel medio


